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Cuando la empresa sube sus datos a la IA... ;quién
responde después?

Lainteligencia artificial se hainte-
grado consumarapidez en la opera-
cion diariadelas empresas.Seusaya
seapararedactar documentos, anali-
zar informacion, preparar reportes o
apoyar decisiones estratégicas. Pero
este proceso de adopcion acelerada
estaocurriendo, en muchos casos, sin
reglas claras ni controles minimos
sobre el uso de datos.

Hoy eshabitual subira plataformas
deIA puiblicasinformacién con-
fidencial, documentos internos
odatos personales de clientesy
proveedores, coneltnico objetivo
de ganar eficiencia. El problema
es que esainformacién sale del peri-
metro de control delaorganizacion,
exponiendo alas empresas ariesgos
deprivacidad, cumplimiento norma-
tivo y reputacion que atin no estdan
plenamente internalizados.

Las cifras muestran que no se
trata de casos aislados. Estudios
internacionales revelan que las or-
ganizaciones enfrentan cientos de

incidentes mensuales asociados al
uso indebido de herramientas de
IA, y que mas de la mitad involucra
datos sensibles o regulados, como
informacién financiera, personal o de
salud. Elfenémeno del Shadow Al es
decir, el uso de IA, sin conocimiento
ni supervision institucional, se ha
convertido enunaamenazaconcreta
parala seguridad corporativa.

En nuestro pais, este escenario
es particularmente delicado.
Laadopcion de IA avanza mds
rapido quelamadurezen ciber-
seguridadyproteccion dedatos.
La mayoria de las empresas

atin no cuentacon politicas internas
claras sobre qué informacién puede
ser utilizada en herramientas de
IA, ni con procesos de capacitacion
sistemadtica para sus equipos. En la
practica, se estd delegando en el cri-
terio individual unaresponsabilidad
que es, por definicion, estratégica.

Hasta ahora, el marco normativo

hasido fragmentario frente al avance
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delaIA.SibienlaLey 19.628 regulé
por afios la proteccién de la vida
privada, su disefio respondié a una
légica previa a la IA generativava
losactuales flujos masivos de datos.
Este escenario comenzo a cambiar
con la publicacion de la Ley 21.719,
que moderniza la normativa de
proteccion de datos personales y
crea la Agencia de Proteccion de
Datos Personales como érgano
fiscalizador, aunque conun periodo
de implementacion gradual que se
extiende hasta 2026.

A esto se suma la discusién legis-
lativa sobre regulacién especifica
delalA, que introduce principios de

responsabilidad, seguridad y control
deriesgos. El desafio es evidente, yaque
muchas practicas hoynormalizadas
en el uso corporativo de IA deberan
ajustarse, o derechamente abando-
narse, cuando este nuevo marco sea
plenamente exigible.

Y es que el riesgo no es solo legal.
Alsubirinformacion sensible a plata-
formas de IA externas, las empresas
pierden trazabilidad sobre el destino
deesos datos yreducensu capacidad
de control sobre su uso futuro. No
siempre existe claridad respecto de
su almacenamiento, reutilizacion o
eventual incorporacion al entrena-
miento de modelos.



