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Una nueva edición del
Super Bowl mantuvo a
las audiencias conecta-
das y comentando minu-
to a minuto lo ocurrido.
Sin embargo, el contro-
versial show de medio
tiempo del artista bo-
ricua Bad Bunny fue la
mayor tendencia en los
internautas, con una es-
pecial reivindicación so-
bre el hecho de ser latino.

HUGO PANIAGUA
@HUGHPANIAGUA
Bad Bunny simplemente
les recordó que América
somos todos desde Alaska
hasta Chile. Todos somos
americanos.

VICENTE
@UVIX000
Decir que Chile no es lati-
no es negar la historia que
nos formó: nacimos de los
virreinatos, compartimos
lengua, cultura y procesos
de independencia. Ver a Bad

Bunny liderar el mayor show
del mundo solo lo recuerda.

No somos excepción. Viva
chile y américa unida.

PEDRO CAYUQUEO
@PCAYUQUEO
Es interesante el debate

generado por el show de
Bad Bunny: trata sobre la
identidad nacional, de cómo

nos percibimos. En Chile es
temazo. Solo recordar que
en 1992 se llevó un iceberg a

la Expo Universal de Sevilla.

Chile era un país nórdico, lejos

de Latam y su tropicalismo.

CARLOS W. ABREGO
@CARLOSWABREGO
Gracias a Bad Bunny, ahora

mucha más gente de "Chile,

Argentina, Uruguay, Para-
guay, Bolivia, Perú, Ecuador,
Brasil, Colombia, Venezuela,

Guyana, Panamá, Costa
Rica, Nicaragua, Honduras,
El Salvador, Guatemala ... "
sabe qué es el Super Bowl y

que existe la NFL.

ENFOQUE

Sarah Machado
Manager de Wyser

La irrupción de la inteligencia artificial

aceleró este cambio. Muchas tareas pueden

automatizarse o transformarse rápidamente,

lo que reduce la vida útil de ciertas

competencias técnicas. En este contexto,

habilidades como el pensamiento crítico, la

comunicación, la resiliencia y la colaboración

se vuelven diferenciales, porque permiten a

las personas moverse entre funciones, liderar

cambios y aportar valor más allá de una tarea

específica.

El talento híbrido se
convierte en el perfil
decisivo del nuevo
mercado laboral

El mercado laboral está entrando

en una etapa donde la especialización

por sí sola ya no alcanza. Las empresas

enfrentan entornos más tecnológicos,

cambiantes y exigentes, y por eso el

perfil que gana terreno es el talento

híbrido: profesionales que combinan
conocimientos técnicos con habili-
dades humanas y capacidad de
adaptación. No se trata solo de

manejar herramientas digitales,
sino de entender el negocio,
tomar decisiones con criterio

y aprender de manera constante.
La irrupción de la inteligencia

artificial aceleró este cambio. Mu-
chas tareas pueden automatizarse
o transformarse rápidamente, lo que

reduce la vida útil de ciertas compe-

tencias técnicas. En este contexto,
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habilidades como el pensamiento
crítico, la comunicación, la resi-
liencia y la colaboración se vuelven

diferenciales, porque permiten a las
personas moverse entre funciones,
liderar cambios y aportar valor más

allá de una tarea específica.
En los próximos años, los pro-

cesos de selección pondrán
menos énfasis en trayectorias

lineales y más en el potencial
de aprendizaje y la capacidad
de integrar distintas miradas

para resolver problemas complejos.
El talento híbrido dejó de ser un
plus: se está convirtiendo en la base
sobre la cual las organizaciones
construirán sus equipos para en-
frentar un futuro laboral cada vez

más incierto y dinámico.

Cuando la empresa sube sus datos a la IA ... ¿ quién
responde después?

La inteligencia artificial se ha inte-

grado con suma rapidez en la opera-
ción diaria de las empresas. Se usa ya

sea para redactar documentos, anali-

zar información, preparar reportes o

apoyar decisiones estratégicas. Pero

este proceso de adopción acelerada
está ocurriendo, en muchos casos, sin

reglas claras ni controles mínimos
sobre el uso de datos.

Hoy es habitual subir a plataformas

de IA públicas información con-
fidencial, documentos internos

o datos personales de clientes y

proveedores, con el único objetivo

de ganar eficiencia. El problema

es que esa información sale del perí-

metro de control de la organización,

exponiendo a las empresas a riesgos
de privacidad, cumplimiento norma-
tivo y reputación que aún no están
plenamente internalizados.

Las cifras muestran que no se
trata de casos aislados. Estudios
internacionales revelan que las or-

ganizaciones enfrentan cientos de
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incidentes mensuales asociados al
uso indebido de herramientas de
IA, y que más de la mitad involucra
datos sensibles o regulados, como
información financiera, personal o de
salud. El fenómeno del Shadow AI, es

decir, el uso de IA, sin conocimiento
ni supervisión institucional, se ha
convertido en una amenaza concreta

para la seguridad corporativa.
En nuestro país, este escenario

es particularmente delicado.
La adopción de IA avanza más
rápido que la madurez en ciber-

seguridad y protección de datos.

La mayoría de las empresas
aún no cuenta con políticas internas

claras sobre qué información puede
ser utilizada en herramientas de
IA, ni con procesos de capacitación

sistemática para sus equipos. En la
práctica, se está delegando en el cri-

terio individual una responsabilidad

que es, por definición, estratégica.
Hasta ahora, el marco normativo

ha sido fragmentario frente al avance

Patricio Campos
CEO de Resility

de la IA. Si bien la Ley 19.628 reguló
por años la protección de la vida
privada, su diseño respondió a una
lógica previa a la IA generativa y a
los actuales flujos masivos de datos.
Este escenario comenzó a cambiar
con la publicación de la Ley 21.719,

que moderniza la normativa de
protección de datos personales y
crea la Agencia de Protección de
Datos Personales como órgano
fiscalizador, aunque con un período

de implementación gradual que se
extiende hasta 2026.

A esto se suma la discusión legis-
lativa sobre regulación específica

de la IA, que introduce principios de

responsabilidad, seguridad y control
de riesgos. El desafío es evidente, ya que

muchas prácticas hoy normalizadas
en el uso corporativo de IA deberán

ajustarse, o derechamente abando-
narse, cuando este nuevo marco sea

plenamente exigible.
Y es que el riesgo no es solo legal.

Al subir información sensible a plata-

formas de IA externas, las empresas

pierden trazabilidad sobre el destino

de esos datos y reducen su capacidad

de control sobre su uso futuro. No

siempre existe claridad respecto de
su almacenamiento, reutilización o
eventual incorporación al entrena-
miento de modelos.
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