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Ozempic y redes sociales Día de Internet Segura 2026: 
Cuando la higiene digital ya 
no basta

El caso de una 
influencer chilena 
que fue hospitalizada 
hace unas semanas 
por pancreatitis tras 
usar Ozempic  sin 

supervisión médica no es un 
hecho aislado ni inesperado. Es 
la consecuencia visible de un 
fenómeno que combina presión 
estética, circulación acrítica de 
información y una histórica cultura 
de automedicación en Chile. 

Ozempic  contiene semaglutida, 
un fármaco desarrollado y 
aprobado para el tratamiento de la 
diabetes mellitus tipo 2. Su eficacia 
en el control glicémico y la reducción 
de eventos cardiovasculares está 
bien documentada en estudios 
clínicos robustos. Sin embargo, 
parte de esa evidencia, generada 
en poblaciones específicas y bajo 
estrictos criterios médicos, ha sido 
simplificada hasta convertirse en 
un mensaje engañoso: que sirve 
para bajar de peso en cualquier 
persona y sin mayores costos 
sanitarios. 

El problema no es el medicamento 
en sí, sino su uso fuera de indicación. 

La  semaglutida  no es inocua: se 
asocia a efectos gastrointestinales 
relevantes, riesgo de pancreatitis 
y enfermedad biliar, pérdida de 
masa magra y recuperación de 
peso tras su suspensión. Estos 
riesgos aumentan cuando se 
utiliza sin evaluación clínica, con 
dosis inapropiadas o adquirida 
por vías informales, como ocurre 
hoy a través de redes sociales y 
mensajería privada. 

Además, este uso indiscriminado 
ha tenido consecuencias colectivas. 
En Chile se registraron quiebres 
de stock que afectaron el acceso 
de personas con diabetes tipo 2, 
obligando al Estado a autorizar 
importaciones extraordinarias. 
Es un ejemplo concreto de cómo 
una tendencia mediática puede 
tensionar el sistema sanitario y 
desplazar a quienes sí cumplen con 
los criterios terapéuticos. 

La discusión sobre  Ozempic  no 
debiera centrarse en prohibiciones 
ni en juicios morales sobre el 
peso corporal. Debiera enfocarse 
en algo más básico: el respeto 
por la evidencia, la regulación 
del mercado informal de 
medicamentos y la responsabilidad 
de no transformar tratamientos 
farmacológicos complejos en 
soluciones rápidas para problemas 
que requieren abordajes integrales 
y de largo plazo. 

Sebastián Fuentes  
Académico Escuela de Química y 
Farmacia UNAB Este 11 de febrero 

conmemoramos el Día 
Internacional de Internet 
Seguro, una iniciativa 
nacida en Europa en 
2004 que, en 2026, se ha 

consolidado como un hito global. 
Durante años, el mensaje central 
fue la llamada higiene digital: 
cuidar las contraseñas, proteger 
los datos personales y configurar 
adecuadamente la privacidad.

En el escenario actual, Internet 
y la Inteligencia Artificial (IA) se 
han entrelazado profundamente, 
dando forma a un “nuevo sistema 
operativo” más potente. Si bien 
la IA permite romper barreras 
lingüísticas, personalizar servicios 
y mejorar la experiencia digital, 
también ha potenciado riesgos 
conocidos, facilitando engaños 
cada vez más difíciles de detectar 
y contenidos sintéticos cada vez 
más convincentes.

En este contexto, el Protocolo 
PPC (Parar, Preguntar y Contrastar) 
sigue siendo el aliado fundamental 
del usuario: 

Parar: ante cualquier urgencia 
injustificada o emoción intensa, 
detenerse; estas tecnologías 
suelen explotar nuestra reacción 
inmediata.

Preguntar: usar la tecnología a 
nuestro favor mediante un “bastón 
digital”, como asistentes de IA 
defensiva capaces de detectar 
anomalías y patrones de fraude en 
segundos.

Contrastar: no confiar en una 
sola fuente y verificar siempre 
la información por un canal 
alternativo e independiente.

Este protocolo es vital, pero no 
puede ser nuestra única defensa 
frente a infraestructuras donde la 
vigilancia humana individual ya no 
es rival para amenazas de escala 
industrial. Un Internet seguro es el 
resultado de una responsabilidad 
compartida. 

En la vida cotidiana, como 
conductores, usamos el cinturón 
de seguridad y manejamos con 
responsabilidad, y damos por 
sentado que el automóvil pasó 
rigurosas pruebas de choque 
antes de salir a mercado y que 
el ambiente donde transita 
cumple estándares mínimos de 
seguridad. Del mismo modo, en 
el ciberespacio, los gobiernos 
deben actuar como arquitectos de 
reglas que protejan los derechos 
fundamentales y las plataformas 
deben ofrecer tecnologías con 
seguridad por diseño. 

El desafío es que el Internet 
seguro dependa de la integridad 
de las arquitecturas que lo 
sostienen, y no solo de nuestra 
capacidad individual para no ser 
engañados.

Por Romina Torres,
académica Facultad de Ingeniería 
y Ciencia UAI e investigadora 
titular de data Observatory
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