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Gracias a los rdpidos avances
en la inteligencia artificial (IA),
los ciberdelincuentes que buscan
enganarlo para que les entregue
sus fondos de jubilacién o les re-
vele secretos de la empresa se es-
tan volviendo mds audaces y
mds fuertes.

Del mismo modo en que la IA
puede personalizar los avisos
que ve en linea, los actores mal-
vados la estdn utilizando para
obtener informacién personal
que les permite crear estafas per-
sonalizadas en forma rdpida y a
gran escala. Las companfas de
IA, como Anthropic, OpenAl y
Google, afirman que los ciberde-
lincuentes estdn utilizando su
tecnologfa para realizar detalla-
dos esquemas de phishing (estafa
digital), crear malware (progra-
mas o cédigos maliciosos) y lle-
var a cabo otros ciberataques.
Expertos aseguran que herra-
mientas de IA similares se estdn
utilizando para crear deepfake
(ultrafalsificacién) de audios y
videos de ejecutivos corporati-
vos para tratar de arrancar infor-
macion a los empleados en for-
ma inadvertida.

Las corporaciones y las entida-
des de gobierno pronto podrian
enfrentarse a ejércitos de agentes
de IA que estdn aprendiendo c6-
mo identificar vulnerabilidades
en redes computacionales, luego
planear y ejecutar un ataque casi
sin ninguna intervencién huma-
na en absoluto.

¢Cémo estdn utilizando la IA
los delincuentes? ;Qué tan avan-
zados y auténomos hanllegadoa
ser sus ciberbots?

A continuacidn, las respuestas
a estas y otras preguntas.

¢(Coémo la IA estd
cambiando las
capacidades de los
ciberdelincuentes?

La IA estd haciendo que los ci-
berdelincuentes sean mds efi-
cientes, permitiéndoles ampliar
las operaciones. Anthropic, la
compafifa que esta detrds del
agente de IA, Claude, indica que
esta tecnologia puede amplificar
la velocidad, el alcance y la auto-
matizacién de los ataques. “El
cambio real estd en el alcance y la
escala”, sefiala Alice Marwick,
directora de investigacién en Da-
ta & Society, un instituto de estu-
dios tecnolégicos independiente
sin fines de lucro. “Las estafas
son mds grandes, mds especifi-
cas, mds convincentes”.

Entre la mitad y las tres cuar-
tas partes del spam y el phishing
en el mundo ahora se generan

El phishing y otras ciberestafas son cada vez de mayor
envergadura, mds especificas y mds convincentes.

ConlalIA, los hackers podrian examinar las redes sociales para identificar aquellas personas que estan pasando por

grandes cambios en su vida y que por lo mismo serian vulnerables a caer en una estafa virtual.

con IA, afirma Brian Singer, can-
didato a un doctorado en la Uni-
versidad Carnegie Mellon quien
investiga el uso de grandes mo-
delos de lenguaje para ciberata-
ques y defensas.

¢Cuales son algunos
ejemplos?

Los ataques de phishing se es-
tén volviendo mds creibles. Por
ejemplo, la IA capacitada en co-
municaciones de una compafifa
ahora puede redactar miles de
mensajes fluidos y sobre la mar-
ca que imitan el tono de un ejecu-
tivo o mencionan eventos actua-
les sacados de datos ptiblicos.

La TA también se puede utili-
zar paramejorar la gramatica y el
lenguaje, lo que ayuda a los esta-
fadores extranjeros a superar las
barreras lingiifsticas que podrian
haber hecho que sus intentos de
phishing parecieran menos crei-
bles en el pasado. Igualmente la
IA puede ayudaralos delincuen-
tes a personificar a otros a través
de deepfakes y clonacién de voz, e
incluso utilizar el mismo perso-
naje falso para atacar a multiples
personas.

El cambio mds grande es “la
credibilidad a escala”, afirma
John Hultquist, analista jefe de
Google Threat Intelligence

Group.

Los delincuentes también es-
tdn mejorando en cuanto a en-
contrar objetivos vulnerables.
Por ejemplo, pueden desplegar
la IA para examinar las redes so-
ciales con el fin de identificar
personas que estan pasando por
grandes cambios en su vida —un
divorcio, una muerte en la fami-
lia, la pérdida del empleo— que
podrian dejarlas mds vulnera-
bles a caer en una estafa senti-
mental, de inversién o laboral.

¢La IA ha facilitado que
las personas cometan
ciberdelitos?

Totalmente. Ahora hay mer-
cados en ladark web enlos que las
personas con menos conoci-
mientos tecnoldgicos pueden
arrendar o comprar herramien-
tas de IA para operaciones crimi-
nales por apenas US$ 90 al mes.
“Los creadores venden suscrip-
ciones para atacar plataformas
con precios escalonados y sopor-
te al cliente”, sefiala Nicolas
Christin, jefe del departamento
de software y sistemas sociales
de Carnegie Mellon. Con nom-
bres como WormGPT,
FraudGPT y DarkGPT, estas he-
rramientas se pueden utilizar
para crear malware y campanas

de phishing, e incluso ofrecen tu-
toriales de hackeo.

“No necesita saber cémo codi-
ficar, sino solo dénde encontrar
laherramienta”, indica Margaret
Cunningham, vicepresidenta de
seguridad y estrategia de TA en
Darktrace, una firma de ciberse-
guridad.

Una tendencia més nueva, lla-
mada vibe-coding o vibe-hacking,
podria permitir que los ciberde-
lincuentes aficionados utilicen la
TA para desarrollar sus propios
programas maliciosos en lugar
de comprarlos en la dark web.
Anthropic reveld a principios de
este aio que habia frustrado va-
rias instancias en que “delin-
cuentes con pocas habilidades
técnicas” habian utilizado su IA,
Claude, para crear ransomware
(secuestro de datos).

:/Como la IA esta
cambiando las
organizaciones
criminales?

Incluso antes del surgimiento
de la IA, la ciberdelincuencia
operaba como un mercado, afir-
man expertos. Un ataque carac-
teristico de ransomware involu-
craba actores separados: agentes
de acceso quienes se introducian
en redes corporativas y vendfan
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puntos de ingreso, equipos de
intrusion que se movian a través
de sistemas y robaban datos, y
operadores de ransomware como
un servicio que desplegaban el
malware, manejaban negociacio-
nes y dividian las ganancias.

Lo que ha cambiado con la IA
eslavelocidad, laescalaylaacce-
sibilidad de ese ecosistema. Las
tareas que antes hacfan humanos
y que requerfan habilidades téc-
nicas ahora se pueden automati-
zar, permitiendo que estas orga-
nizaciones disminuyan su tama-
fio, minimicen el riesgo y maxi-
micen las ganancias. “Piense en
esto como el siguiente nivel de la
industrializacion. LaIA aumenta
el rendimiento sin que se requie-
ramano de obra mds especializa-
da”, explica Christin, el profesor
de Carnegie Mellon.

(Puede la IA lanzar un
ciberataque en forma
auténoma?

Larespuesta corta: no todavia.
Los expertos lo comparan con la
carrera por construir automévi-
les totalmente auténomos. El
primer 95% se ha
logrado, pero el tl-
timo tramo, que
permitiria que el
vehiculo se condu-
jera por si solo en
forma confiable en
cualquier parte y en
cualquier momen-
to, sigue siendo es-
curridizo. Los investigadores es-
tén probando las capacidades de
hackeo de la IA en laboratorio, y
un equipo de Carnegie Mellon,
con el respaldo de Anthropic, a
principios de este afio duplicd la
malvada violacién de datos de
Equifax mediante IA. “Es un
gran salto”, asegura Singer, el
candidato a un doctorado quien
encabez6 el proyecto del Institu-
to de Seguridad y Privacidad
CyLab de Carnegie Mellon.

Aunque los investigadores co-
mo Singer han demostrado que
laTA es capaz de planificar y lle-
var acabo un ataque por su cuen-
ta en un laboratorio, una mayo-
ria de expertos no cree que la tec-
nologia haya avanzado hasta ese
punto en el mundo real. Sin em-
bargo, Anthropic hace poco re-
vel6 quesulA, Claude, se utilizé
para realizar un ataque casi por
su cuenta, lo que sugiere que la
1A se estd acercando a la autono-
mia.

“Dentro de dos o tres afos, la
ciberseguridad serd algo como
IA versus IA, porque los huma-
nosno podraniral mismo paso”,
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observa Singer.

¢Necesitamos cambiar
la forma en que nos
defendemos?

Los hackers pueden estar apro-
vechando la TA para cometer de-
litos, pero las compaiias de IA
afirman que la misma tecnologia
también puede ser utilizada por
las organizaciones para reforzar
sus ciberdefensas. Lldmela la
nueva carrera armamentista de
la IA. Anthropic y OpenAl, por
ejemplo, estan desarrollando
modelos de TA que pueden ins-
peccionar en forma auténoma y
constante el cédigo de software
para descubrir vulnerabilidades
que los delincuentes podrian
utilizar para tener acceso, aun-
que los humanos atin tienen que
aprobar cualquier cambio. Hace
pocounbot de IA que fue creado
por investigadores de Stanford
superd a algunos expertos hu-
manos en la bisqueda de fallas
de seguridad en una red.

No obstante, incluso la IA no
podrd impedir todas las infrac-
ciones, que es larazén por la que
las organizaciones
tienen que enfocar-
se en crear redes re-
sistentes que pue-
dan seguir funcio-
nando incluso
cuando estén bajo
ataque, precisa Hul-
tquist, el analista de
Google.

Para los trabajadores de ofici-
na que manejan en forma rutina-
ria correos electrénicos, enviany
reciben documentos, o cualquier
persona en casa en su computa-
dor personal, una dosis saluda-
ble de escepticismo y algunos
buenos hdbitos en linea pueden
ser atin la mejor defensa. No
abran archivos adjuntos sospe-
chosos a menos que haya verifi-
cado el remitente, independien-
temente del correo electrénico
original. La autenticacién multi-
factor es muy eficaz, segun ex-
pertos. Y si recibiera un correo
de voz, correo electrénico o vi-
deo de su jefe o un familiar en
que le pide que le transfiera di-
nero o pague una cuenta de la
que usted no tenfa conocimien-
to, verifique con ellos primero
para asegurarse de que es verda-
dero.

“La IA generativa logra hacer
falsificaciones tan convincentes
que el escepticismo es su mejor
defensa”, sefiala Marwick, la ex-
perta en datos del consumidor.

Articulo traducido por “El Mercurio”.
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