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['INo Definida

Dispares avances en sector
financiero frente al desafio
de proteger datos

Estudio de EY sobre adopcion de la nueva normativa en
14 instituciones financieras reveld que solo un 21% ha
incorporado los principios de tratamiento de datos
personales en sus politicas internas, mientras que un
64% se encuentra en proceso de desarrollo.

meses de la entrada en vigen-

cia de la nueva Ley de Protec-

cién de Datos Personales,

bancos y entidades financie-

ras se encuentran adecuando
sus procesos al nuevo marco regulato-
rio, el cual exigira mayores estandares
de gobernanza, trazabilidad y control
sobre el uso de la informacién.

Teniendo en cuenta este desafio, la
consultora EY elaboré el estudio
“Adopcion de la Ley de Proteccion de
Datos Personales en la industria finan-
ciera”, que se dioa conocer en un desa-
yuno organizado por “El Mercurio” pa-
ra una veintena de expertos del sector.

Segun los resultados del estudio,
que conto con la participacion de 14 ins-
tituciones financieras, solo un 21% se-
falé haber incorporado formalmente
los principios de tratamiento de datos
personales en sus politicas internas,
mientras que un 64% se encuentra en
proceso de desarrollo.

Elanélisis también reveld que el 50%
de las entidades consultadas afirma ha-
ber designado formalmente a un dele-
gado de proteccion de datos (DPO),
mientras que un 43% esta avanzando
en esa definicién. Ademds, solo el 7%
ha evaluado y documentado el uso de
decisiones automatizadas o elabora-
cién de perfiles que involucran la protec-
cion de datos, mientras que el 29% esté
en desarrollo y un 36% no ha abordado

el tema. Otros hallazgos sefalaron que
ninguna de las instituciones ha imple-
mentado un modelo de prevencion de
infracciones relacionadas con la protec-
cion de datos personales, aunque el
71% esté en desarrollo de este modelo.
Ademas, el estudio mostré que el
principal desafio del sector financiero
estd en su aterrizaje operativo y especi-
fica que la adecuacién avanza de mane-
ra fragmentada, con iniciativas aisladas
por area y distintos ritmos de madurez
al interior de las organizaciones.
"Vemos que las instituciones han
avanzado en la definicion de politicas y
responsabilidades, pero todavia existe
una brecha importante en cémo se im-
plementa en la préctica”, sefal Laura
Galarce, gerente sénior de Tecnologia y
Servicios Financieros de EY Chile.

EL DESAFi0 QUE VIENE

En la oportunidad, los representan-
tes del sector financiero coincidieron en
la magnitud de los cambios tecnoldgi-
cos y organizacionales que implica la
nueva normativa, a lo que se suma la
coexistencia de distintos organismos
supervisores, con atribuciones sobre el
usoy resguardo de la informacion. Este
ultimo punto —a juicio de la industria—
introduce areas grises en la interpreta-
cién normativa, aumentando la comple-
jidad de su implementacion.

Al respecto, Juan Esteban Laval, fiscal
de la Asociacién de Bancos e Institucio-

nes Financieras (ABIF), dijo que, ademés
de generar incertidumbre juridica, la mul-
tiplicidad de criterios también impacta en
la planificacién de inversiones v la priori-
zacion de iniciativas tecnolégicas, en un
contexto donde la proteccion de datos
se cruza con ciberseguridad, continuidad
operacional y transformacion digital.

En la practica —explicaron los ex-
pertos—, la adecuacion a la ley exige
capacidades tecnoldgicas y de gestion
que permitan identificar qué datos se
manejan, donde estén, quién accede a
ellos y con qué propdsito.

“Hoy nos estan llegando muchas soli-
citudes de acceso que no tienen rela-
cion con proteccién de datos. Eso
muestra la complejidad del tema”,
menciond Roberto Tejo, gerente de
Proteccién de Datos del Banco de Chile.

Uno de los principales desafios esta
en adaptar estas exigencias a platafor-
mas que no siempre fueron disefadas
bajo criterios de proteccion de datos.

“El mayor reto esta en como imple-
mentamos la ley sobre sistemas que
llevan muchos afnos operando, y que
no necesariamente conversan entre
si”, afirmé Mauricio Bustamante, di-
rector de Privacidad y Proteccién de

El encuentro reunid a expertos del sector financiero para analizar la nueva normativa.

Datos de Scotiabank.

En la misma linea, Carolina Olavarria,
gerente de Proteccion de Datos de BCI,
apunto al disefio y madurez necesarios
para sus procesos internos. “Muchos
de nuestros sistemas no fueron conce-
bidos originalmente con criterios de
proteccién de datos”, admitio.

UN ECOSISTEMA SEGURO

Para Matias Aranguiz, director del
Programa de Derecho de Tecnologia
de la Universidad Catdlica, el principal
riesgo al aplicar la Ley de Proteccion
de Datos es tener distintas interpreta-
ciones de la norma sin una coordina-
cion clara entre las agencias.

“Loque se necesita es certeza juridi-
ca. Cuando no hay claridad sobre como
se van a coordinar las distintas agen-
cias, el riesgo es terminar judicializan-
do decisiones que debieran resolverse
con criterios claros y comunes”, advir-
tié Juan Esteban Laval, de la ABIF.

Elencuentro se enmarca enlaagen-
da del Hub de Competitividad Digital
de “El Mercurio”, ente que se creo6 al
alero del cuerpo Chile Tecnolégico.
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